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Arvamuse avaldamine eelnoule

Tédname, et saatsite Andmekaitse Inspektsioonile arvamuse avaldamiseks riigi info- ja
kommunikatsioonitehnoloogiliste arendusprojektide mééruse eelnou.

Eelndu § 6 nimetab IKT-arendusprojekti puhul jargitavad pohimotted. Samas keskenduvad need
pigem turvalisusele ja toimepidevusele, mis on kiill isikuandmete todtlemisel olulised, kuid seda
pigem kiiber- ja julgeolekuohtude osas. Olemas on kiill viide RIHA méairuses toodud pohimdatetele,
milleks on muu hulgas ka seaduslikkuse pdhimdte, kuid muid isikuandmete to6tlemise ndudeid ei
sisalda. Samas peaks just arendust planeerides vaatama {iile ka selle, et kui toodeldakse
isikuandmeid, siis kuidas tagatakse andmekaitsenduete jargimine, milleks on muuhulgas ka
16imitud ja vaikimisi andmekaitse pdhimdtete jargimine. Viimatinimetatu jargmise kohustus
vastutava todtleja poolt tuleneb IKUM artiklist 25. Inspektsioon leiab, et andmekaitsepohimotted
peaks olema esile toodud samavéirselt kiiberturvalisuse kiisimustega. Seetottu teeb inspektsioon
ettepaneku tdiendada §-1 6 selliselt, et arendusprojekti viélja todtamisel on kohustus 14bi mdelda,
millised on need asjakohased tehnilised ja korralduslikud meetmed, mis on vajalikud selleks, et
tagada andmekaitsepohimotete rakendamine ning nende kaitsemeetmete ldimimine todtlemisse.

Eelndu § 10 1g 1 ndeb ette andmendukoja tegevuse, mis peaks aitama tagada isikuandmete
oiguspdrast tootlust ning eelndu § 11 Ig 3 néeb ette, et kui andmendukoda on kaasatud, siis nende
tehtud otsust tuleb ka arvestada. Samas eelndu § 7 Ig 2 p 3 kohaselt suunab IKT-juhtkogu projekte
ndukodadesse vaid vajaduse korral, mis tdhendab, et iga projekt ei pruugi andmendukotta joudagi.
Mairuse jargi toetab andmendukoda neid projekte, mille puhul ilmnevad isikuandmete téotlemise
vOi andmete taaskasutamisega seotud riskid voi murekohad. Samas, millele tuginedes otsustatakse,
et konkreetne projekt on seotud riskiga, jadb ebaselgeks. Inspektsiooni hinnangul vdiksid koik
projektid, kus toimub isikuandmete to6tlemine, jouda ka andmendukoja todlauale. Sellisel juhul
saakski hinnata just seda, kas ja milliseid meetmeid rakendatakse andmekaitsepdhimdtete
tagamiseks ning kas need meetmed on piisavad voi mitte. Inspektsiooni praktika on ndidanud, et
omanikud ise ei ole voibolla tina veel alati sel tasemel, et neid riske hinnata. Vastasel juhul ei saa
olla kindel, et projektide puhul on tagatud isikuandmete oOiguspdrane tootlemine ning
andmet6dtlusel pohinevate avalike teenuste usaldusvédrsus ja ldbipaistvus, mida méddrusega
tagada lubatakse.

Kuna eelndust ei selgu ndukodade kompetents, siis soovitame kaaluda, et andmendukojas oleks
tagatud ka isikuandmete kaitse eksperdi olemasolu.
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